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1. Introduction 

Adder Technology Ltd is committed to the security of our systems and the protection of our users' data. 
We recognize the importance of cybersecurity and value the contributions of security researchers in 
helping us identify and mitigate potential vulnerabilities. 

2. Scope 

This Vulnerability Disclosure Policy covers all Internet and network connected products produced by 
Adder Technology and offered for general sale to customers. 

3. Reporting Vulnerabilities 

If you believe you have discovered a security vulnerability in any of our systems, applications, or services, 
we encourage you to report it to us in a responsible manner. You can report vulnerabilities by emailing us 
at support@adder.com Please include the following information in your report: 
 

- Model number and serial number of the product or system 
- Description of the vulnerability 
- Steps to reproduce the vulnerability 
-  Any supporting documentation or proof of concept code. 

4. Guidelines for Responsible Disclosure 

Do not exploit the vulnerability for any reason. 
Do not disclose the vulnerability publicly until it has been resolved by Adder Technology Ltd. 
Do not access, modify, or destroy any data that does not belong to you. 
Respect the privacy and rights of our users. 
Comply with all applicable laws and regulations. 

5. Response and Resolution 

Upon receiving a vulnerability report, we will acknowledge receipt of the report within 2 working days. Our 
support and engineering teams will investigate the reported vulnerability and work to address it as quickly 
as possible. We will keep you informed of our progress and notify you when the vulnerability has been 
resolved. 

6. Legal Protections 

Adder Technology Ltd will not pursue legal action against security researchers who discover and report 
vulnerabilities to us in accordance with this policy, provided they do not violate the guidelines outlined in 
section 4. 

7. Contact Information 

For inquiries related to this Vulnerability Disclosure Policy, please contact a member of the compliance 
team at compliance@adder.com . 

8. Policy Updates 

We may update this Vulnerability Disclosure Policy from time to time. Any changes will be posted on our 
website, and the date of the last update will be indicated at the top of the policy. 

9. Acknowledgment 

By reporting a vulnerability to us, you acknowledge that you have read and agree to abide by this 
Vulnerability Disclosure Policy. 
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